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*************** Start of proposed modification  ****************

[bookmark: _Toc494465421]6.3.2.3	Service flows
Driver to responsible Controller(s)
The Driver initiates the voice communication to the Controller. The priority of the communication is managed by the prioritisation application.
The FRMCS System determines the responsible Controller(s), based on:
· location information of the train provided by the locations services application, and/or
· functional identity provided by the Role management and presence application.
· System configuration on which Controller is responsible for which part of the track/station/etc.
The FRMCS System establishes the voice communication to the Controller(s) within a setup time specified as NORMAL (see 12.10). The information from the Role management and presence application is used to present the identities for both Driver and Controller. Also the location of the Driver is presented to the Controller which is retrieved from the location services application.
If the Driver is connected to more than one Controller, the multi user talker control application is used.
The precedence of the incoming voice communication at the Controller is managed by the prioritisation application. 
The voice communication is recorded by the Voice recording and access application.
Driver to another Controller(s)
The Driver initiates the voice communication to the Controller who was or will be responsible for the movement of the train. The addressing is performed by selecting an entry from a list or entered manually. The priority of the communication is managed by the prioritisation application.
The FRMCS System presents the list of Controllers to the Driver, based on:
· location information provided by the locations services application, and/or
· functional identity provided by the Role management and presence application.
· System configuration on which Controller is responsible for which part of the track/station/etc.
The FRMCS System establishes the voice communication to the Controller(s) within a setup time specified as NORMAL (see 12.10).  The information from the Role management and presence application is used to present the identities for both Driver and Controller. Also the location of the Driver is presented to the Controller which is retrieved from the location services application.


[bookmark: _Toc494465431]6.3.4.1	Description
For migration purposes the service interworking and service continuation between the GSM-R system and FRMCS System for Driver to Controller(s) voice communication needs to be defined.
Interworking between FRMCS and GSM-R shall not require any changes in the GSM-R system.
Depending on the migration scenario a Controller can be attached to the FRMCS sytsemsystem, to the GSM-R system or both. The Driver can be attached either in the GSM-R system or in the FRMCS System. Functional identities are applicable in one system only.
This use case only applies to end user devices supporting both FRMCS and GSM-R systems. 


[bookmark: _Toc494465438]6.4.2	General overview
Railway Emergency Communication serves two main purposes in railway operation
-	Alert Drivers or other railway staff about an emergency situation. Receiving such alert will result to immediate actions to be taken by the recipients. These actions are defined by operational rules, e.g. a Driver has to slow down train speed to 40km/h, drive on sight, etc.
-	Based on operational rules, additional information about the emergency situation can be exchanged using voice and/or data communication.
While the alert needs to be setup very fast, the information part that may follow is less time critical and not always required. The Railway Emergency Communication consists of:
1. A mandatory alert phase indicating the emergency situation;
2. An optional voice and/or data communication phase depending on operational situation and / or operational rules.
Alert is the general term used that encompasses the different phases initiation, continuation and termination. This receives priority handling which is linked to the application category within the FRMCS System (see 12.10).
When an railway emergency alert is triggered by a FRMCS-user, the FRMCS System determines which other FRMCS-users shall receive an alert, depending on following conditions:
-	Location, accuracy of the location, track, functional identity, direction of movement, speed of the initiating entity
-	Location, accuracy of the location, track, functional identity, direction of movement, speed of the FRMCS-users which are concerned of the emergency situation
-	Any additional information provided by the initiating entity 
By applying alert conditions only FRMCS-users will receive an alert who are concerned by this emergency situation. Figure 6.4.2x-1 outlines this principle.
[image: ]
Figure 6.4.2-1	Illustration of FRMCS Users in an Railway emergency alert area


[bookmark: _Toc494465472]6.4.8.3	Service flows
Automatic initiation of Emergency Voice Communication
Upon activation of the Railway Emergency Alert, the FRMCS System automatically initiates voice communication.
FRMCS-users that are part of an active Railway Emergency Alert shall be included in the voice communication.
The railway emergency voice communication does not interrupt the Railway Emergency Alert, but is able to pre-empt any other ongoing voice communication. 
The FRMCS System establishes the railway emergency voice communication within a setup time specified as IMMEDIATE (see 12.10). The information from the Role management and presence application is used to present the identities to the FRMCS Users involved in the communication.
The location of the initiator of the railway emergency voice communication is forwarded and presented to the Controller. The necessary location information is retrieved from the location services application. 
Multi user talker control application is used in railway emergency voice communication. 
The precedence handling of the incoming railway emergency voice communication for the FRMCS User is managed by the prioritisation application. The railway emergency voice communication has the priority which matches the application category of CRITICAL VOICE (see 12.10) within the FRMCS System.
The communication is recorded by the FRMCS System voice recording and access to recorded data application.
The FRMCS Equipment of a Controller shows multiple Railway emergency voice communications when active.
Manual initiation of Emergency Voice Communication
Any FRMCS User having an active Railway Emergency Alert shall be able to initiate voice communication by a simple user action.
All the users receiving the active Railway Emergency Alert shall be included in the voice communication.
The railway emergency voice communication shall not interrupt the Railway Emergency Alert , but shall pre-empt any other ongoing voice communication. 
The FRMCS System establishes the railway emergency voice communication within a setup time specified as IMMEDIATE (see 12.10). The information from the Role management and presence application is used to forward the identities to the FRMCS-users involved in communication. 


[bookmark: _Toc494465486]6.4.10.5	Potential requirements and gap analysis
Independently on any actions between the user and the end user device, the additional information provided by data communication is presented to the user. 
The user shall be able to send additional information by data communication using simple user actions e.g. by selecting predefined messages.


[bookmark: _Toc494465491]6.4.11.3	Service flows
Mobile FRMCS User attached to GSM-R
When the mobile FRMCS User is attached to the GSM-R system and is initiating a Railway Emergency Call, the GSM-R system, (in parallel to processing the railway emergency call internally according to GSM-R definitions), routes the Railway Emergency Call to the FRMCS System, which requires the FRMCS System to be reachable by identities that are understood by the GSM-R system. The FRMCS System will determine, based on configuration, if a Railway emergency alert needs to be established. If a Railway emergency alert is established a Railway emergency voice communication is initiated automatically. 


[bookmark: _Toc494465507]6.6.1	Introduction
Generally, trackside maintenance occurs during daily train operation. For safety reasons trackside maintenance staff need to be informed about approaching trains entering the area of maintenance. Thus the intention of a trackside warning system is to inform trackside staff about the approaching train. 
Trackside warning system consists of several specific sensors and warning entities. The sensors are responsible to detect the approaching train and warning entities indicate trackside workers about the approaching train. A warning entity provides this indication in form of visual signal e.g. flashing light and an audio signal e.g. tone. In addition, the local maintenance staff will receive the train approaching indication on its FRMCS Equipment. When the train has left the track section, the warning system withdraws the indication. 


[bookmark: _Toc494465548]6.8.3.5	Potential requirements and gap analysis
	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	
	No requirements.
Note: Procedures for normal emergency call behaviour applies if a call is allowed to be established.
	
	
	




[bookmark: _Toc494465560]6.9.2.3	Service flows
The FRMCS Equipment initiates the possession management data communication towards the the track possession management system.


[bookmark: _Toc494465584]6.12.3.2	Pre-conditions
The initiating functional identity is authorised to initiate the automatic train operation data communication to the trackside control centreer.


[bookmark: _Toc494465597]6.13.3.1	Description
Terminate dataata communication between infrastructure systems and a ground based or train based system used to monitor or control critical infrastructure. 


[bookmark: _Toc494465700]9.3.2	General pre-conditions 
In order to fully understand the uses cases in this chapter, Figure 9.3.2-1 illustrates the different steps required to complete the registration process.



[bookmark: _Ref464039876]Figure 9.3.2-1: Example of Role management
In this definition, it is needed to make a distinction between different types of  FRMCS Equipment. The following are, as a principle, defined:
a)	FRMCS Equipment without MMI, without the possibility to be addressed via a functional identity related to the equipment (e.g. sensor in the track or simple modem operation)
b)	FRMCS Equipment that can be registered to a functional identity related to the equipment (e.g. maintenance log collecting device connected to a power station) but without other FRMCS User login 
c)	FRMCS Equipment that can be registered to a functional identity and that allows a FRMCS User to login and register to functional identities related to the user (e.g. cab radio)
d)	FRMCS Equipment that cannot register to a functional identity, but that allows a FRMS User to login and to register to functional identities related to the user (e.g. a generic handheld device)
Steps:
1. UE-Power on: The UE has started up and is attached to the FRMCS network on telecoms level. The UE is reachable via its subscriber identity address.
2. Start FRMCS Application: On the UE the FRMCS Application start up and is ready for use.
3. FRMCS Equipment login: The FRMCS Application is logging in into the FRMCS System  and the FRMCS Equipment becomes known to the FRMCS System.
4. Initialise FRMCS Equipment type: the type of FRMCS Equipment used is identified .

At this stage of the user flow four different routes can be followed, based on the determined FRMCS Equipment type of the FRMCS Equipment.
Type a) “sensor”:
· No action required. The FRMCS Equipment is now reachable via its subscriber identity address.
After this step the process of registration is completed.
Type b) “Announcement System”:
· Register to a functional identity: the FRMCS Equipment will request for a registration on a functional number. This functional number is related to the equipment and identifies the device, like a PA system on a train.
· Functional identity added: the request for a functional identity is granted by the FRMCS System. The end user device is now reachable via its functional identity.
After this step the process of registration is completed.
Type c) “cab radio”:
· Register to a functional identity: the FRMCS Equipment will request for a registration on a functional identity. This functional identity is related to the FRMCS Equipment and identifies the environment where the equipment is used, like a cab radio in a cabin of a train.
· Functional identity added: The FRMCS User is now only reachable via all of its functional identities related to the FRMCS Equipment.
Type d) “Handheld”:
Next, for both the types c) and d) the following steps apply:
· User login dialog: the user is presented with a log-in MMI action. The user can now login into the FRMCS System . By successfully logging into the FRMCS System the user becomes a FRMCS User.
· FRMCS User: The FRMCS User is now reachable via its FRMCS User Identity (and in case c) the functional identity registered by the FRMCS Equipment).
· Register to a functional identity: the FRMCS User may request for a registration on a functional identity. This functional identity relates to the FRMCS User and identifies the role of the FRMCS User e.g. driver, controller etc. and the environment e.g. train number. 
· Functional identity added: The FRMCS User is now reachable via all the functional identities registered to the user (Further, the FRMCS Equipment is reachable via its registered functional identity(ies).
After this step the process of registration is completed.

Note: 	Use cases related to power up the UE until complete initialisation of the equipment type are covered in chapter 5.


[bookmark: _Toc494465815]9.7.5.2	Pre-conditions
The FRMCS-user is an active voice communication.
Multi User Talker Control is configured by the communication application to limit the number of simultaneous talkers.
By default, the Multi User Control uses a set of criteria, like priorities, identities, etc. to manage the requests automatically
In addition, an entitled FRMCS-user (i.e. based on functional identity) who is monitoring the progress of the communication can select and de-select simultaneous talkers. 


[bookmark: _Toc494465834]9.8.2.1	Description
The purpose of the authorisation function it to allow the network operator to control and regulate communications in order to avoid disruption/distraction to the users (for example Drivers during voice communication) and preventing unauthorised communication and to minimise network load. 


[bookmark: _Toc494465836]9.8.2.3	Service flows
Upon an attempt to establish a communication, the system checks if the source FRMCS-user address is allowed to invite the destination FRMCS-user address. FRMCS System shall consider for the verification process the source and destination FRMCS User address. 
If multiple identities are simultaneously active to a FRMCS User, the following order shall be applied to determine the authorisation of the communication establishment:
· Functional identities related to the FRMCS-user
· FRMCS User Identity 
· FRMCS functional identities related to the equipment
· FRMCS subscriber identity

If the FRMCS-user is allowed to establish the communication, the FRMCS System proceeds the communication setup.
If the FRMCS User is not allowed establish the communication, the FRMCS System shall rejects the attempt including the reason of the rejection. 


[bookmark: _Toc494465892]9.16.2.1	Description
The FRMCS System shall be able to perform arbitration, based on the context of the communication. Arbitration in this context means that the FRMCS System is able to decide which communication(s) to present to the FRMCS User (i.e. a human user) in case of multiple communications. Additionally, the FRMCS System may ask the FRMCS User which communication to accept.


[bookmark: _Toc494465896]9.16.2.5	Potential requirements and gap analysis
	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.16.2-001]
	The FRMCS System shall be able to provide communication to the FRMCS User based on the arbitration information associated with the communication.
	A
	
	[Needs analysis]

	[R-9.16.2-002]
	The FRMCS System shall be able to accept, reject, hold, queue or prompt the user for his choice on the incoming communication,. 
	A
	
	[Needs analysis]




[bookmark: _Toc494465904]12.2.3	Service flow
FRMCS System to GSM-R
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]FRMCS User A initiates a new area broadcast group communication (based on location, presence etc, of GSM-R User B and C). 
FRMCS User A broadcasts group communication invitations to all Users in the same area.
GSM-R User B and User C receive the group communication invitations.
GSM-R User B and User C accept the invitation and join the group communication. Or GSM-R User B and User C automatically join this group communication.

GSM-R to FRMCS
GSM-R User B initiates a new group call (based on location, presence etc., of FRMCS User A and GSM-R User C).
GSM-R User B broadcasts group call invitations to all Users in the same area.
FRMCS User A and GSM-R User C receive the group call invitations.
FRMCS User A and GSM-R User C accept the invitation and join the group call. Or FRMCS User A and GSM-R User C automatically join this group call.


[bookmark: _Toc494465905]12.2.4	Post-condition
FRMCS User A, GSM-R User B and User C can communicates among each other in a group call.



[bookmark: _Toc494465954]12.9.3	Service flows
Case 1 (data communication)
As an example the Automatic Train Control (ATC) application of a train establishes a data communication session with the applicable ground communication entity which is connected via the fixed network service. For ATC message exchange, the on-board system can encompass a railway operated private 3GPP 4G access system and a public 3GPP 5G access system (e.g. a VPN service) as part of the FRMCS System. ATC periodically reports train position information and receives Control Command instructions from the ground communication entity. The FRMCS Equipment is registered to both access systems and uses these simultaneously if applicable.
Simultaneous use of radio access systems may improve communication resilience, availability, and QoS and increases bandwidth.
The concept as described here can generally be extended to other data communication applications and (non-)3GPP access systems.
Case 2 (voice railway emergency communication)
The on-board FRMCS Users are registered to the FRMCS System. An on-board FRMCS User establishes a Railway Emergency Communication (REC) from a specific location in the FRMCS network. This particular communication request takes into account the most appropriate radio access system, for example the railway-operated private 3GPP network. The FRMCS System notifies the applicable users determined by the location of the initiator of the communication by using all available access system(s) e.g. 3GPP (public and private), WLAN or wireline. The applicable Controller is notified via the wireline access system. The intended recipients of the call may be using different access systems.
The concept as described here can in general be extended to other voice group communication applications and point to point communication services.
Case 3 (telemetry operation at a railway depot)
A train is located in a railway depot where only WLAN coverage (non-3GPP access) as part of the FRMCS System is provided. FRMCS Users of this train are attached to the FRMCS System. An FRMCS User starts a data session towards the applicable vehicle diagnostic entity. At that point in time WLAN provides the radio access system for this telemetry communication. Once the train leaves the depot and enters into a 3GPP coverage area, the FRMCS Equipment adapts the transmission of the telemetry data session to the most QoS effective radio access system (3GPP access). The telemetry session continues uninterrupted when the train changes its location.
The concept as described here can in general be extended to other voice and data applications where other combinations of access systems at specific locations are possible.
Case 4 (Backup operation/resilience)
In a certain area with dedicated 3GPP access, coverage fails. Despite unavailability of the dedicated railway 3GPP access, FRMCS Users have the capability to continue communications by using public 3GPP access using an access system which may support the required or some degraded form of QoS and which is provided in the area and which serves as a backup or complementary system. Communication applications on trains continue to operate, service continuity is preserved. When the functionality of the dedicated 3GPP access system is restored, the FRMCS Equipment resumes operation on that system.
The concept as described here can generally be extended to any combination of access systems, e.g. WLAN and private 3GPP access.
Case 5 (Notification of radio bearer availability)
In general, there is only little radio spectrum resources allocated to railways in most regions. These should be preferably used for operational rail communication purposes. In parallel, there are communications that require broadband wireless communication services. The availability of broadband wireless access can be limited e.g. to railway stations. Thus, the FRMCS System is able to take into account radio bearer availability at the FRMCS User’s position allowing to start communication such as a file download/upload not harming operational rail communication.


[bookmark: _Toc494465956]12.9.5	Potential requirements and gap analysis
	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-12.9-001]
	The FRMCS System shall be able to manage 3GPP access systems and non-3GPP access systems (terrestrial and non- terrestrial) simultaneously.
	A/T
	
	[Needs analysis]

	[R-12.9-002]
	If provided by the FRMCS Equipment, the FRMCS Application on the FRMCS Equipment shall be able to make use of 3GPP and non-3GPP access systems simultaneously.
	A
	
	[Needs analysis]

	[R-12.9-003]
	The FRMCS User shall not experience service interruptions in the usage of applications due to a change of an access system.
	A
	
	[Needs analysis]

	[R-12.9-004]
	The FRMCS transport system including 3GPP and non-3GPP access shall be agnostic to Railway Applications.
	T
	
	[Needs analysis]

	[R-12.9-005]
	New access technology shall not require changes for the pre-existing application layer to be able to make use of this new access technology.
Note: 	Changes are required if the application layer wants to make use of the new capabilities of a new access technology.
	A/T
	
	[Needs analysis]

	[R-12.9-006]
	The transport layer shall allow using IP as a generic interface.
	T
	
	[Needs analysis]

	[R-12.9-007]
	For recording purposes, the FRMCS System shall be able to provide communication content as well as the associated communication related  information.
	A
	
	[Needs analysis]

	[R-12.9-008]
	The FRMCS System shall be able to make use of one or more of the followings:
3GPP radio access (i.e. 4G and/or 5G) through railway-dedicated licensed spectrum
3GPP radio access (i.e. 4G and/or 5G) provided by public providers
3GPP radio access (e.g. LTE-U) through unlicensed spectrum
Non-3GPP radio access (e.g. IEEE 802.11 based and/or satellite based)
Wireline access
Note 1: GSM-R, TETRA, and P25 are not considered as a radio access technologyies of FRMCS.
Note 2: Not all of the radio access technologies may support all of the FRMCS requirements.
	T
	
	[Need analysis]

	[R-12.9-009]
	The FRMCS System shall consider the availability of radio bearer services at the position of the FRMCS User to allow communication. 
	A
	
	[Need analysis]


Note: Session continuity between 3GPP access and non-3GPP access might lead to service disruption but the session does not require FRMCS Users intervention to recover.


[bookmark: _Toc494465958]12.10.1	Introduction
This system principle use case provides the framework for Quality of Service within the FRMCS System including the railway applications. The main purpose is to specify the list of attributes applicable to the FRMCS bearer service.
Railway applications require a QoS classification ranging from high to low as low is “best effort”. The most important QoS parameters that determine the quality of the transport system are latency of the user data and reliability of the communication. In addition, guaranteed bandwidth assures the continuation of critical communication.
QoS impacts train punctuality and the entire utilisation of the track system. Therefore, the FRMCS System has to consider the various QoS requirements.
Apart from high train speed operation, which goes up to 500kmh-1, other fundamental factors affect wireless communication. Railways are facing various radio signal propagation conditions such as in free space and in tunnels. Free space encompasses various structural and constructional scenarios. Railway corridors in hilly terrain or forest aisle are some examples.
Radio propagation in large railway stations and shunting yards is different from the one of the main lines. Moving trains in stations or moving cargo wagons in shunting yards cause different propagation conditions. 
Radio tower site-to-site distance requires special attention. This distance varies depending on the type of area (rural or urban) and is determined by the boundary conditions of the RF signal (e.g. frequency band and power budget). Railways clearly require to deploy FRMCS while keeping the same distance between the radio towers in order to reuse the infrastructure deployed for GSM-R. 
Voice communication is commonly used during rail operation to give instructions to a driver of a locomotive in shunting operation, track mainatenance etc. Rail environmental conditions like slowdown or movement of a train can impact the understandability of the voice.
Radio propagation conditions in a rail environment are quite specific. For example, train speed up to 500km/h or the insertion loss of the radio signal into a train. Staff has to work in the train, beside a train or under the train etc. while voice communication is ongoing. Such conditions shall not lower the intelligibility of the voice.
Radio spectrum constraints in some regions require high efficiency in terms of radio bandwidth utilisation where voice communication coexists with other communication types simultaneously. The resulting voice codec has to consider these specific conditions.


[bookmark: _Toc494465960]12.10.2.1	Description
The basis for this use case is the UIC FRMCS URS wherein communication attributes define the QoS to be achieved for the various kinds of railway applications. These attributes are not part of the functional use case description but relevant for the FRMCS System and therefore subject of this use case.
Regarding the URS communication attributes, not all attributes are covered in the QoS use case. The following items are considered: 
· Type of communication
· Latency, the delay between action and reaction
· Session Reliability
· Setup of communication, the time to establish a voice or data communication session
· Talker assignment time in group communication
· Audio (Voice) Quality
For further details, refer to the corresponding use case in chapters 5 – 9. In these chapters the QoS requirements are specified on functional level. A reference is used which refers to real values’ in this QoS use case.


[bookmark: _Toc494465962]12.10.2.3	Service flows
The service flows of the functional use cases out chapter 5 – 9 are applicable.
Application categories
Application categories describe the data transfer characteristic to be achieved by a bearer service. The FRMCS System shall consider the following user plane application categories:
Voice 	for user to user or multiuser communication; Voice follows the typical conversational pattern requires low delay inside the transport system;
Critical Voice	follows the voice conversational pattern but requires immediate session setup;
Video	used for visual train remote control or observations purposes; Video requires low jitter;
Critical Video	used for door monitoring by the Driver, passenger surveillance, driverless mode in urban rail;
Very critical data	for future rail applications;
Critical data	follows the response pattern requires high reliable transport. This category comprises future and legacy application e.g. ETCS;
Non-Critical data	used for the exchange of railway system or communication relevant information; requires high reliable transmission and preservation of the response pattern;
Messaging	for the exchange of non-critical short information messages, recorded voice (for example voicemail), data, pictures, video; requires reliable transmission; 
Priority Level
In order to reach the QoS applicable for each application category, transport priority levels are required to differentiate among the application categories.
Service Attributes
From FRMCS User point of view there are two main service attributes latency and communication reliability.
For the Latency two classifications are applicable:
Low		User data delay harms the functioning of the application.
Normal		User data delay does not harm the sequence and progress of the application.
From FRMCS System point of view, latency quantifies the end-to-end user data transport delay between the involved communication entities.
Reliability (%): the amount of sent network layer packets successfully delivered to a given node within the time constraint required by the targeted service, divided by the total number of sent network layer packets.
Two levels are to be taken into account:
High 		The packet loss at transport level is exceptional rare.
Normal		The packet loss at transport level is seldom.
From the FRMCS System point of view, transport reliability quantifies the end-to-end packet loss (from one FRMCS Equipment to another FRMCS Equipment) between the involved communication entities.
To meet the different application characteristics e.g. conversational pattern, real-time or critical data further itemisation is necessary. The mapping of the service attributes latency and reliability among functional requirements and FRMCS System as well as their target values are summarised in Table 1-1.
	Service Attribute
	FRMCS - Functional Requirement
	FRMCS – System Requirement
	Service Attribute value

	Latency
	Low
	Ultra-Low
	≤10ms

	
	
	Low
	≤100ms

	
	Normal
	Normal
	≤500ms

	
	
	Best Effort
	>500ms

	Transport reliability - 
Packet Loss (%) 
	High
	Ultra-Low
	99.9999%

	
	
	Low
	99.9%

	
	Normal
	Normal
	99%


Table 12.10-1 - Service attribute mapping
Some application categories are time stringent e.g. critical voice or critical data. 
The applications are considered as real-time when the FRMCS functional requirement for the latency is specified as “Low”, according to table 12.10 1.
Session handling
Setup time of a communication session is essential because of their safety related character. Communication session setup encompasses the value of the elapsed time between the communication establishment request and the indication of successful communication session establishment. The FRMCS User requires two classes:
Immediate	The FRMCS-user requires immediate setup of the communication session. The duration of the immediate communication session establishment shall not exceed 1 second.
Normal	Normal communication session setup time range does not harm the use of the application. The time duration of the normal communication session establishment shall not exceed 3 seconds.
Talker assignment time comprises the timeframe between talker request and the permission to talk applicable to in group communication. This timeframe shall be lower than 300ms. Talker assignment time assumes that a group communication has been set up.
Session Loss Rate (SLR) indicates the number of sessions released unintentionally per accumulated session time. SLR shall be <10-2/h.
Communication and QoS assignment 
In order to provide the required level of communication quality, the FRMCS System will request the applicable resources as required for the communication service from the underlying 3GPP transport system and if appropriate also from non-3GPP transport systems. The transport resources are characterised by latency, reliability, guaranteed bitrate/non-guaranteed bitrate and communication service priority.
If no specific resources characteristics are required for a certain communication service, the FRMCS System is able to apply a predefined default.
Each communication service resource characteristic can be requested independently of the others.
As result of the request to the underlying transport system, the FRMCS System may offer different values than the ones requested but which fit to the categories summarised in Table 12.10-1. 
The available radio spectrum in certain regions, for example in Europe is rather limited, therefore the FRMCS System might apply different resources for the same communication service in different regions to achieve a radio resource efficient use of the available bandwidth.
Audio quality
Voice intelligibility strongly depends on the audio bandwidth. FRMCS System has to consider for voice communication following minimum requirements:
· Encoding of speech encompass in minimum the range of 200–7000 Hz;
· The codec meets the local radio channel and capacity requirements of the FRMCS system;
· The coding of speech signals is robust to radio impairements sacrificing voice clarity;
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	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-12.10.2-001]
	The FRMCS System shall be capable of providing different levels of QoS.
	A/T
	
	[Needs analysis]

	[R-12.10.2-002]
	The FRMCS-system service attributes shall be allocated unambiguously per application and/or per session and/or per FRMCS-user.
	A/T
	
	[Needs analysis]

	[R-12.10.2-003]
	The FRMCS System shall support the efficient use of the radio resources.
	A/T
	
	[Needs analysis]

	[R-12.10.2-004]
	The FRMCS System shall provide service attribute control on a peer to peer basis.
	A/T
	
	[Needs analysis]

	[R-12.10.2-005]
	The FRMCS System shall provide a mapping between application characteristics and the bearer service attributes.
	A/T
	
	[Needs analysis]

	[R-12.10.2-006]
	The FRMCS System shall be able to support different QoS for uplink and downlink of asymmetric bearers.
	A/T
	
	[Needs analysis]

	[R-12.10.2-007]
	The FRMCS System shall be able to modify service attributes during an active communication session.
	A/T
	
	[Needs analysis]

	[R-12.10.2-008]
	The FRMCS System shall detect and process the various user data traffic characteristics, latency and session reliability requirements. These requirements are summarised in Table 12.10-2.
	A/T
	
	[Needs analysis]

	[R-12.10.2-009]
	The FRMCS System shall support the applicable QoS requirements up to a train speed of 500kmh-1 at all locations along the track.
	T
	
	[Needs analysis]

	[R-12.10.2-010]
	To prioritize among the application categories and their related QoS, the FRMCS System shall support 15 priority levels.
	T
	
	[Needs analysis]

	[R-12.10.2-011]
	The FRMCS System shall be able to request resource characteristics (latency, reliability, guaranteed bitrate/ non-guaranteed bitrate and priority) from the underlying 3GPP transport system and if appropriate also from non-3GPP transport systems.
	T
	
	[Needs analysis]

	[R-12.10.2-012]
	The FRMCS System shall be able to apply predefined default resource characteristics.
	T
	
	[Needs analysis]

	[R-12.10.2-013]
	The FRMCS System shall be able to request each communication service resource characteristic  independently of the others.
	T
	
	[Needs analysis]

	[R-12.10.2-014]
	The FRMCS System shall be able to assess whether the communication service resource characteristics received from the underlying transport system are sufficient to support the communication service fully or in an restricted way.
	T
	
	[Needs analysis]

	[R-12.10.2-015]
	The FRMCS System shall be able to keep the communication priority independent from the QoS parameters latency, transport reliability, guaranteed/non-guaranteed bitrate.
	T
	
	[Needs analysis]

	[R-12.10.2-016]
	The FRMCS System shall provide a radio resource efficient allocation of the communication bandwidth.
	T
	
	[Needs analysis]

	[R-12.10.2-017]
	Talker assignment time, the timeframe between talker request and the permission to talk in a multi-user voice communication, shall be lower than 300ms.
	A/T
	
	[Needs analysis]

	[R-12.10.2-018]
	FRMCS system shall support at least encoding of speech signals between 200–7000 Hz.
	A/T
	
	[Needs analysis]

	[R-12.10.2-019]
	The FRMCS voice codec shall be robust to meet different radio channel impairements caused by the different working conditions in the train, beside or under the train.
	A/T
	
	[Needs analysis]

	[R-12.10.2-020]
	The encoding of speech signals in the FRMCS system shall be efficient to meet limited radio resource availability.
	A/T
	
	[Needs analysis]
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	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-12.15.2-001]
	The FRMCS System security framework shall enable the use of unique identities.
	A/T
	
	[Needs analysis]

	[R-12.15.2-002]
	The FRMCS System security framework shall allow the grouping of identities.
	A/T
	
	[Needs analysis]

	[R-12.15.2-003]
	The FRMCS System security framework shall provide mechanisms to authenticate a unique identity.
	A/T
	
	[Needs analysis]

	[R-12.15.2-004]
	The FRMCS System security framework shall provide authentication mechanisms required for the secured interaction between FRMCS network functions.
	A/T
	
	[Needs analysis]

	[R-12.15.2-005]
	The FRMCS System security framework shall provide mechanisms to authorise communications and the use of applications.
	A/T
	
	[Needs analysis]

	[R-12.15.2-006]
	The FRMCS System security framework shall provide a management of identities, passwords and keys required for the protection of FRMCS User communication, the interaction between FRMCS network functions as well as subscribers and service related data.
	A/T
	
	[Needs analysis]

	[R-12.15.2-007]
	The FRMCS System security framework shall be able to block the use of any FRMCS Equipment when it is detected as being stolen or lost.
	A/T
	
	[Needs analysis]

	[R-12.15.2-008]
	The FRMCS System security framework shall be able to unblock the use any recovered stolen or lost FRMCS Equipment.
	A/T
	
	[Needs analysis]

	[R-12.15.2-009]
	The FRMCS System security framework shall protect the
services provided by the FRMCS System;
bearer flexible access including 3GPP as well as non-3GPP access;
interaction between the FRMCS end user devices and FRMCS network;
interaction between FRMCS network functions;
stored data within the FRMCS System;
interworking between a FRMCS System and another FRMCS System;
Interworking between a FRMCS System and a legacy system.
	T
	
	[Needs analysis]

	[R-12.15.2-010]
	The FRMCS System security framework  should prevent any attacks on:
confidentiality;
privacy;
integrity; 
non-repudiation mechanisms;
availability.
	T
	
	[Need analysis]

	[R-12.15.2-011]
	The FRMCS System security framework shall be able to detect attacks.
	
	
	

	[R-12.15.2-012]
	The FRMCS System security framework shall be able to react on detected attacks.
	
	
	

	[R-12.15.2-013]
	The FRMCS System security framework shall provide procedures and mechanisms for management of FRMCS System security functions.
	
	
	

	[R-12.15.2-014]
	The FRMCS System security framework shall be able to track users’ actions such as usage of communication services, management operations, configuration changes etc.
	
	
	

	[R-12.15.2-015]
	The FRMCS System security framework shall be able to store security related data for post-analysis, e.g. forensic.
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